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1
Decision/action requested

It is proposed to approve the changes in clause 4 for addition to the FS_AUTH_ENH TR.
2
References

[1]
S3-183745: 
New SID on authentication enhancements in 5GS
3
Rationale

This contribution proposes content for the scope clause based on the objectives of the corresponding SID [1].
4
Detailed proposal

It is proposed to approve the following changes for inclusion in the FS_AUTH_ENH TR.
***
BEGIN CHANGES
***

1
Scope
The scope of this study is the following
· key issues, potential security requirements and solutions of how to enhance the authentication process to ensure the security of session anchor keys in case the long-term key is leaked.

· key issues, potential security requirements and solutions of how to mitigate the linkability attacks
· key issues, potential security requirements and solutions of how to mitigate the impacts of potential DDoS threats due to concealing the SUPI. 

***
NEXT CHANGES
***

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

<ACRONYM>
<Explanation>
SUPI
Subscription Permanent Identifier
***
END OF CHANGES
***

